
Account Security Advisory 

Dear [User's Name], 

We are reaching out to inform you that our security team has detected suspicious activity related 

to your account [Account Number or Email]. As a precautionary measure, we recommend you 

take immediate action to secure your account. 

What you should do: 

• Change your account password immediately. 

• Enable two-factor authentication for added security. 

• Please review your recent account activity for any unauthorized transactions. 

• Contact our support team if you notice any suspicious activity. 

We take your account security seriously and are committed to ensuring your information is 

protected. Please feel free to reach out if you have any questions or need assistance. 

Thank you for your attention to this important matter. 

Sincerely, 

[Your Company Name] Support Team 


