Phishing Awareness Update

Dear Team,

We hope this message finds you well. As part of our ongoing efforts to enhance cybersecurity
awareness, we would like to update you on recent trends in phishing attacks.

Phishing scams continue to evolve, targeting employees through email, social media, and even
phone calls. Here are some key points to keep in mind:

o Always verify the sender's email address before clicking on any links.

« Be cautious of emails that create a sense of urgency or require immediate action.
e Do not share personal information via email or through unsecured channels.

e Report any suspicious emails to the IT department immediately.

We encourage everyone to stay vigilant and prioritize cybersecurity in our daily operations.
Together, we can protect our organization from potential threats.

Thank you for your attention.
Best regards,

Your IT Security Team



